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	QUESTIONS
1. Explain the concept of synchronous and asynchronous communication.
2. What is DOM (Document Object Model)
3. What is session cookies and how does it works?
4. What is Malware? Discuss the differences between Viruses, worms, trojans, ransomware & spyware. 

ANSWERS
1. Synchronous Communication occurs when all parties involved engage in conversation at the same time and in real time. Feedbacks are provided in real time for synchronous conversation to occur and it requires both the sender and the receiver to be present simultaneously, not necessarily in the same place but through a mutual channel. This type of communication provides instant feedback and decision making and is often relied upon on urgent matters. Examples of this type of communication are; Phone calls, Video Conferencing, live chats and physical conversation. WHILE 
Asynchronous Communication occurs when all the parties involved do not have to engage in conversation at the same time. Feedbacks can be delayed and it doesn’t require both the sender and receiver to be present simultaneously. It allows participants to provide response at their most convenient time. Examples of this type of communication are; Emails, text message, Project Management Tools, Recorded voice and video messages etc.

2. DOM (Document Object Model)
DOM is a programming interface for web documents that represents the structure of a web page as a tree of objects, were each element, attributes and piece of text becomes a node in that tree. The web page is the document and the object model is represented as objects that can be manipulated with programming language. It also refers to a structured representation of a webpage that Javascript can use to read and modify content, structure and style in real time.
Example: 
HTML								DOM
<!DOCTYPE html>						Document
<html>								html
<body>							body
<h1>Happy Holidays</h1>					“Happy Holidays”
<p>What a moment</p>					“What a moment”
</body
</html>

3. Session Cookies and how it works: This refers to small pieces of data that a web server sends to a user’s browser during a browsing session. They are temporary and mostly used to store information about a user’s interaction with a website for the duration of their visit.
How Session Cookies Works;
i. The server creates a session when a user visits a website to keep trackof user’s interactions e.g login status, shopping cart item etc
ii. The server generates a session ID (unique identifier) and sends it to the user’s browser as a cookie
iii. The browser then stores the cookie temporarily in the memory. This means that session cookies are always deleted when browser is closed.
iv. Every time the user load a new page on the same site, the browser sends the cookie back to the server for identification and maintain state across different pages.
v. All session ends when browser is closed.

4. Malware: This is a short form of the word Malicious Software and refers to any software intentionally designed to harm, exploit, or compromise computers system, networks or devises. It is mostly used by cybercriminals to steal data, disrupt operations, gain unauthorized access or cause other damage. 
MAJOR DIFFERECES BETWEEN TYPES OF MALWARE
	S/N
	Type of Malware
	Description
	Key Differences

	1
	Virus
	This is a self-replicating program that attaches itself to legitimate files or programs. It activates when the infected file is opened or executed.
	It needs human action (e.g. opening a file) to spread.

	2
	Worm
	This is a standalone malicious program that replicates itself to spread across networks.
	It does not need human interaction to spread.

	3
	Trojan
	This type of malware disguises itself as a legitimate software to trick users into installing it. Once inside, it can steal data or create backdoors.
	It does not self replicates and relies on deception

	4
	Ransomware
	This encrypts a victim’s data or locks systems, demanding payment in form of a ransom before restoration.
	It focuses on financial extortion through encryption or system lockdoors

	5
	Spyware
	These are malware installed to secretly monitor user activity, and collect data like passwords, browsing history, credit card information etc.
	It works stealthily without damaging files or systems directly.



